




Usually to make EASY money 
Fake inheritance, Fake Online Romance, Fake invoices, Fake Prize winning, Fake 
mystery shoppers, Fake ID verifications – etc etc

1. Get a foothold into your network

2. Install software on your devices, to maintain access & monitor your communications

3. Steal details or data about your environment.

4. Install a key-logger to get your password / credit card details

5. Validate that they have your working email address – they can then collate & sell that

6. Get your usernames, passwords, pins, other login details

















1. Change password regularly – Suggest DASHLANE for password managing

2. Never give your VISA/Mastercard security 3 digit key to email questions

3. Have good anti-virus software/ firewall / email protection like Trend-
Micro /Nortons

4. Do not click on any links or open attachments from emails claiming to be 
from your bank or another trusted organisation and asking you to update 
or verify your details – just press delete.

5. Study recommendations at www.netsafe.org.nz



How much?

Contact
Peter Sinke re 
members only 

price

Excludes
Home 

Versions



















Brisbane Airport



Fact –
we upgrade our phones faster than our PC’s




